
One of the most common FAQs I have come across is the difference between e-discovery and digital forensics.
One thing for sure, they both provide value to litigation.
E-discovery involves identifying, preserving, collecting, processing, reviewing and analyzing electronically stored information in litigation. In e-discovery, the role of an expert is to provide the information to legal teams in some kind of reviewable format for analysis.
On the other hand, digital forensics involves identifying, preserving, collecting, analyzing and reporting on digital information.In this case the expert will perform the analysis and report the finding's to the legal teams.
To me the main difference is in the role of the expert.
To add e-discovery is basically a process of data gathering.On a small scale, a search through emails for a particular email is e-discovery.
Digital forensics can be referred to as the autopsy of some storage device (includes network and backup storage device, mobile device). The main idea in digital forensics is to follow processes that comply with legal standards and any type of investigation.
As a digital forensics expert you actually dig deep into the data to produce things like deleted files, slack space searches, and user activity or more. It is a very time-consuming process to carry out an investigation.
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· Question1.  In your opinion, what is the most damaging corporate computer crime today?   
In your reply provide at least two recent examples with references to support your opinion.  
· Question 2. In your opinion, what is the most important cybercrime law currently available to law enforcement? Why?  
This could be a general constitutional/federal/state law or a provision targeting a specific cybercrime
· Question 3. What does the phrase, “the field of digital forensics does not currently have formal mathematics or statistics to evaluate levels of certainty associated with digital evidence” mean?   (Casey, 2011, p.68). 
Do you think this will improve or decline as we migrate to higher levels of convergence with our personal technology assets?  

READING LIST.  Please read listed materials.

1. Introduction to Computer Forensics
https://forensiccontrol.com/resources/beginners-guide-computer-forensics/
2. Forensic Examination of Digital Evidence: A Guide for Law Enforcement
http://www.ncjrs.gov/pdffiles1/nij/199408.pdf
3. Introduction to Computer Forensics and Investigations
http://www.open.edu/openlearn/ocw/mod/oucontent/view.php?id=4119&printable=1#section0
4. Investigating and Prosecuting Cyber Crime: Forensic Dependencies and Barriers to Justice
http://www.cybercrimejournal.com/Brown2015vol9issue1.pdf
5. Digital Forensic Evidence in the Courtroom: Understanding Content and Quality
http://scholarlycommons.law.northwestern.edu/njtip/vol12/iss2/5/
6. Digital Forensics as a Service: A Game Changer
http://www.sciencedirect.com/science/article/pii/S1742287614000127
7. BCC STEM Speaker Series - David Papargiris - Digital Forensics
https://www.youtube.com/watch?v=_GYaYN_nE7Q
8. Computer Crime
http://dx.doi.org.ezproxy.umuc.edu/10.4135/9781412952415.n41
9. Computer Forensics
http://ezproxy.umuc.edu/login?url=http://search.ebscohost.com/login.aspx?direct=true&db=ers&AN=89312075&site=eds-live&scope=site
10. Introduction—Cybercrime: A Note on International Issues
http://ezproxy.umuc.edu/login?url=http://search.ebscohost.com/login.aspx?direct=true&db=iih&AN=12995870&site=eds-live&scope=site
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